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Medtronic's Patty Krantz-Zuppan says when a device-maker implements 
cybersecurity risk-control measures, it must also consider the impact of 
those measures on device safety. See her remarks here.

"You want your device to be secure, so you might have password protections or timeouts for 
access. But that doesn’t always work very well in a surgical suite. So, you must balance the 
intended use of the product with safety and security." –Patty Krantz-Zuppan, CRHM standards 
manager, Medtronic PLC

Find out more: The Path Forward: Retooled Technical Doc TR 24971 Guides Device Firms On 
Risk Management Standard ISO 14971
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